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analyze (see patterns that were always hidden before); optimize
(tell a plane which altitude to fly each mile to get the best fuel
efficiency); prophesize (tell you when the elevator will break and
fix it before it does); customize (tailor any product for you alone);
and digitize and automate just about any job. This is
transforming every industry.
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GOVERNMENTS' CHALLENGES



SECURITY



Attacks Increasing In frequency & soph

Shamoon 2 Virgin America WannaCry Equifax discovers they YAHOO! uncovers
reappears in Saudi Login credentials ransomware have been attacked. that earlier hack
Arabia as destructive stolen from 3k features stolen Financial data on affected all 3 billion
attack on industry employees NSA exploit 143M people stolen. email addresses
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Dun & Bradstreet 8| Anthem employee NotPetya launches || Etherium Uber reveals
33.7M email medical records to

of $7.4M and customers and
drivers personal
info

in Ukraine - age of

addresses & his personal cyberwarfare? $32M weeks
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In the first quarter of 2017, NE€W malware emerged every
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How Is the Security landscape shift
1Identity breach 2Plant malware

81% of breaghes

started with stolen or weak credentials 1

90% of INCIDENTS
result from exploits in software 2

software based attacks
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NIST

Increasing regulation

worldwide security sy
2017: ~$102 Billic

2018: ~$11% B
2019: ~$124

15% CAGR

Increased spending


https://www.gartner.com/en/newsroom/press-releases/2018-08-15-gartner-forecasts-worldwide-information-security-spending-to-exceed-124-billion-in-2019

